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I. Common provisions 



   



   



   

II. Special provisions 

 



   

- It is not possible to submit Orders via File Transfer in George Internet Banking. 

- 10 items in George Internet Banking 



   

1. the functionality identified by the “Payme” logo in the mobile application of the George Internet Banking 
Electronic Service (“George app”) is a service operated by the Slovak Banking Association, registered 
office Mýtna 48, 811 07 Bratislava, Corp. No.: 30 813 182 (“SBA”), 
 

2. it is based on the Payment Link Standard published by the SBA (“Standard”); the SBA has granted 
the Bank a non-exclusive licence to use the Standard in developing Payme functionality in the George 
app.” 

3. it permits every person authorised to dispose of funds on a Banking Product shown in the “Accounts” 
section of the table Scope of Electronic Services in the present document (“authorised person”) to 
create a payment link in the form of a hypertext link containing the forename and surname or 
business name of the owner of the Banking Product and the number in IBAN format of the 
Banking Product for whose benefit the authorised person requests payment, together with other 
information that the authorised person adds to the payment link (“payment link”), 

4. the authorised person can send the payment link as a means of requesting payment, for the benefit 
of the Banking Product specified in the payment link, to a third party (“link recipient”) using the public 
communication network or chat application of their choice (“public communication network”) which 
they are able to access from the mobile device on which they use the George app; by sending this 
payment link to the link recipient via a public communication network not controlled by the 
Bank, the authorised person discloses the information contained in the payment link (the 
forename and surname or business name of the owner of the Banking Product, the number in 
IBAN format of the Banking Product, and other information entered by the authorised person) 
to the person who receives the link, 

5. if the link recipient has a mobile device with the George app or the mobile application for an electronic 
service provided by another bank to which the SBA has granted a licence to use the Standard*, when 
they click on the link, they will be shown a payment order for the payment requested by the authorised 
person containing all the data entered in the payment link. If the link recipient signs or approves this 
payment order by the means agreed between the link recipient and the bank where the payer’s 
account is held, their bank will execute the payment in accordance with the conditions agreed between 
the payer and the bank.  

1. The PAY by square functionality available in the mobile application of the George Internet Banking 
Electronic Service (hereinafter “George App”) and in the mobile application of the Business24 
Electronic Service (hereinafter “Business24 App”) (George App and Business24 App hereinafter 
collectively “Application”) represents a service based on the PAY by square standard for the 

http://www.payme.sk/


   

generation of QR Codes (hereinafter “Standard”), the author of which is ADELANTE, s.r.o., Špitálska 
10, Bratislava 811 08, Slovak Republic, Identification No: 36 557 561 (hereinafter “ADELANTE”). 
Along with the development of the PAY by square functionality for the Application, ADELANTE granted 
the Bank a non-exclusive license to use the Standard; 

2. The PAY by square functionality available in the Application will allow any person authorised to 
dispose of funds kept in a product of the Bank listed in the table describing the Scope of Electronic 
Services in this Disclosure, namely the “Accounts” section, (hereinafter "Authorised Person") to 
generate a QR Code embedding the name and surname/business name of the holder, and/or the 
number in the IBAN format, of the Bank Product to which the payment ordered by the Authorised 
Person is to be made, as well as other data added to the QR Code by the Authorised Person 
(hereinafter “QR Code”); 

3. The Authorised Person can make available or send the QR Code to a third party which the Authorised 
Person requests to make a payment to the Bank Product specified in the QR Code (hereinafter “QR 
Code Recipient”), and the Authorised Person may also choose, at their own discretion, any of the 
publicly accessible communication networks or chat applications (hereinafter “Public Communication 
Network”) to which the Authorised Person has access through the mobile device on which they use 
the Application. By making available or sending the generated QR Code to the QR Code 
Recipient via a Public Communication Network that is not under the Bank’s control, the 
Authorised Person will make the data embedded in the QR Code (the name and 
surname/business name of the holder, and/or the number in the IBAN format, of the Bank 
Product and other data provided by the Authorised Person) available to the QR Code Recipient.  

4. If the QR Code Recipient has the Application, or another electronic service application provided by 
the Bank for which ADELANTE has granted a license for the use of the Standard, installed on their 
electronic device, the QR Code Recipient may scan this QR Code into their electronic service 
application to create a payment order for the execution of the payment requested from the Authorised 
Person, which will embed all the data contained in the QR Code. As soon as the QR Code Recipient 
signs or approves the payment order in the manner agreed between the QR Code Recipient and the 
bank with which the payer's account is opened, the bank will execute the payment order in accordance 
with the terms agreed between the payer and the bank.  

2.2. Notifications  

- SMS messages: they are sent to a mobile phone number agreed between in the Agreement 
between the Bank and the Client (Extra SMS services), or specified by an authorised person or User 
when activating the services in the George Internet Banking Electronic Service or the Business24 
Internet Banking Electronic Service. 

- E-mail messages: they are sent to an e-mail address agreed between in the Agreement between 
the Bank and the Client, or specified by an authorised person or User when activating the services 
in the George Internet Banking Electronic Service or the Business24 Internet Banking Electronic 
Service. 

- Push messages: they are sent to the George Internet Banking mobile application or the Business24 
Electronic Service mobile application. 



   

 



   

 

 

I. A profile including: 
a. Active operations (profile) – enabling the Client not only to obtain information on the status and 

movement of funds on a Banking Product but also to dispose of such funds, submit Orders, or 
perform other legal acts.  

b. Passive operations (profile) - enabling the Client to obtain information on the status and 
movement of funds on an Account or another Banking product, or on other matters, or submit 
Orders for the execution of non-financial transactions 

II. Administrator profile – enabling a User authorised by the Client, and to whom the Bank has issued a 
Security Element, to carry out, independently on behalf of the Client, the following operations: 

a. User management, i.e., to add a new User, delete or block an existing User, allow the User to 
reactivate the password for access to the Business24 Electronic Service, or change the existing 
User’s conditions (settings) for use of Business24;  

b. Delete or create a new signing rule. 

- In Business24 100,000 items not exceeding 200 MB. 



   



   

a) Value of INST v<LclInstrm><Cd> means that in case of temporary unavailability of the payment 

system for Instant Payments, or impossibility of execution of Instant Payment on the side of the 

payee’s bank connected to the Instant Payment scheme, the Instant Payment will be made using 

the “Standard” transfer type and using the “As Soon As Possible” maturity option; 

b) Value of INSTǀX in<LclInstrm><Prtry> means that in case of temporary unavailability of the 

payment system for Instant Payments, or impossibility of execution of Instant Payment on the side 

of the payee’s bank connected to the Instant Payment scheme, the Bank will refuse to execute the 

Instant Payment. 

a) If the Payment File has been delivered via the import of a bulk payment order (Payment File), the 

payment concerned will be marked as faulty and the User must correct the transfer type manually 

before authorising the Order; 

b) If the Payment File has been delivered via File Transfer, the payment will be executed using the 

“Standard” transfer type.  

A. Active profile 



   



   

 
* approval – only if the Client has request approval operations 
** SEPA payments are included in domestic transfers 
*** File Transfer SCT – File Transfer SEPA Credit Transfer (remittances) 
**** File Transfer SDD – File Transfer SEPA Direct Debit (direct debit) 

B. Passive profile 



   

 
* SEPA payments are included in domestic transfers 
** File Transfer SCT – File Transfer SEPA Credit Transfer (remittances) 
*** File Transfer SDD – File Transfer SEPA Direct Debit (direct debit) 



   

C. Administrator profile 

D. Scope of rights (operations) not linked to Accounts/accounts 



   

i. the Client is entitled to use the licensed services and information (data) and other outputs obtained 
through them: 
1. for their own internal information purposes in their business activities, for which purposes they can 

process, copy and save information, and add it to their own databases subject to the negative 
conditions specified below in point (2)(a) of this part of the present document, 

2. themselves or through the Users, in which case the Client is responsible for the Users actions, 
3. in a scope limited by the territories in which the Client does business, by the territory in which the 

Client is authorised to do business, 
4. for the duration of the Client’s authorisation to use Premium, or at most for duration of the Bank’s 

licence granted by SIMS, 



   

5. in the scope and by methods made available by the Business24 Electronic Service and not 
prohibited by the present document (e.g., below in point (2) of this part of the present document) 
or the agreement with the Client (including its components). 

ii. The Client (and their Users) must not (are prohibited to): 
1. use the licensed services and information (data) obtained through them for their other business 

activities or the business activities of others, to make a profit from the use of the licensed services, 
in particular they must not use information from the licensed services in the operation of a new or 
press agency, in publishing or the commercial processing or intermediation of 
data/information/databases, 

2. use the licensed services and information (data) obtained through them for a purpose not related 
to the Client’s business activities, especially for the private purposes of natural persons who have 
ownership or personnel ties with the Client, 

3. allow access to the licensed services by unauthorised persons (i.e., persons to whom the Client 
has not authorised to access the Business24 Electronic Service), 

4. interfere with the licensed services or part thereof or with data provided through the licensed 
services, or otherwise make unauthorised changes to the same, 

5. make reproductions of databases or a part thereof, copy them or process them or distribute them 
or make them available to the public, 

6. combine the licensed services and information (data) obtained from them with other copyrighted 
works, or include them in a compilation created by the Client or another person, 

7. use the licensed services and information (data) obtained through them in an unethical or non-
customary way contrary to the standard use of the licensed services, e.g., by making unusual 
downloads from the licensed service databases or using (or downloading) increased volumes of 
information or using software (programs) for automatic downloading to access and download 
information provided through the licensed services, 

8. use the licensed services or Premium in a way that endangers the security of the connection or 
access to the licensed services or the Business24 Electronic Service. 
 

iii. Provision of the right to use the licensed services does not entitle the Client or the User to any ownership 

of the information or intellectual property rights or industrial property rights in respect of the databases 

of information provided as part of the licensed services or information obtained through the use of these 

services. 

iv. The client pays the Bank a fee for the use of the licensed services in an amount equal to the amount of 

the consideration that the Bank pays to SIMS for the licensed services and this fee is included in the 

Charge specified in the Service Charge List for the Premium version of the Business24 Electronic 

Service.  

 
v. The Bank is entitled to ask the Client about their use of the licensed services, especially if it is suspected 

that the Client is using the licensed services unethically. The Client must answer the Bank truthfully and 

without delay with an appropriate justification for their use of the licensed services and provide 

reasonable cooperation.  

 
vi. If the Client or a User violates or is violating any of the above conditions of use of the licensed services 

or engages in behaviour that circumvents the conditions, the Bank is entitled to inform SIMS of the 

violation and restrict or suspend the Client’s use of the services for a period or to terminate them (the 

Client will not receive the licensed services) depending mainly on the extent, type, duration and method 

of violation of the conditions of use of the licensed services. 

 
vii. The Bank or SIMS (as the licensor) may exchange anonymised information about Clients that breach 

the conditions of use of the licensed services. The Bank will not provide a Client’s identification data to 

SIMS without the Client’s consent unless legislation requires otherwise. The Client is entitled to 

complain to SIMS about the accuracy of information about the Client that is included in the licensed 

services.  

 



   

viii. Since SIMS exercises ownership of the licensed services, the Bank bears no liability for the content in 

the licensed services, especially as regards the timeliness, completeness and truthfulness of the 

information contained in the licensed services. 

 
ix. Provision of the Premium licensed services may be temporarily restricted or unavailable in the event of 

routine repair, maintenance or updating of the information or data contained in the licensed services, 

or maintenance in the SIMS data centre, or other circumstances outside the control of SIMS or the 

Bank, in which case the Bank is not liable to the Client for the temporary restriction or unavailability of 

the licensed services. 

 

SIMS usually presents content for the Media Report service (a curated summary of media information) at 
18:00 on a calendar day based on the previous day (in the case of daily media) and the service is provided 
daily. There is an exception for Friday, Saturday and Sunday and other non-working days, for which the 
Media Report is prepared on the next working day. The Media Report is prepared only for entities that have 
been assigned an IČO ID number. Media used in the preparation of the Media Report include, for example: 
AKTUALITY.SK, DENNÍK N, FORBES, HNONLINE.SK, NOVÝ CAS, OBECNÉ NOVINY, PCREVUE, PLUS 
JEDEN DEN, PRAVDA, PROFIT, SME, STAVEBNÉ FÓRUM, STROJÁRSTVO, TASR, TREND, 
TRNAVSKÝ HLAS, TVNOVINY.SK, WEBNOVINY.SK, ŽILINSKÝ VECERNÍK). SIMS may add other media 
to the Media Report service, or remove such media.  
 



   

 

1. The Client acknowledges and agrees that a User to whom the Client has granted access to the Account 
through the Business24 Electronic Service under the Agreement for passive operations is entitled to 
autonomously grant consent through the Business24 Electronic Service to making information 
about the Account available to the Application, and based on such consent, the Bank will make available 
to the Application through Databanking the information about the Account, including: 

a) The Account balance (book balance and available balance), at any time during the day when the 
Application so requests; 

b) 

2. The Client acknowledges and agrees that a User to whom the Client has granted access to the Account 
through the Business24 Electronic Service for active operations is entitled to autonomously grant 
consent through the Business24 Electronic Service to the initiation of Orders from the Account, in 
addition to the above-mentioned consent to making available information about the Account, and based 
on such consent, the Bank will: 
 

a) Receive and execute, subject to all legal and contractual conditions agreed between the Client and 
the Bank for the acceptance and execution of an Order, the User’s Orders initiated by the Application 
through Databanking; 

b) 

3. The Client acknowledges and agrees that the User is entitled to withdraw the consents granted to the 
Application for access to information about the Account and for initiating Orders from the Account 
directly through the Business24 Electronic Service; and based on such withdrawal of the consent, the 
Bank will terminate the Application's access to the Account through Databanking and stop providing the 
information about the Account specified in paragraph 1 above to the Application and stop accepting 
and executing Orders from the Account initiated by the Application, as provided in paragraph 2 above. 
 

4. The Client acknowledges and agrees that the Bank has no liability for any: 
a) Infringement of third parties’ rights resulting from any unauthorised access to or unauthorised use 

of the Application by the User; 
b) Incorrect operation of the Application, or unauthorised interventions in the Application by the User 

or any third party, or misuse or unauthorised use of the Application by the User or any third party; 
c) Display or disclosure of any information about the Account that is provided by the Bank to the 

Application through Databanking to unauthorised persons through the Application; 
d) Inaccuracy and incompleteness of Orders initiated through the Application; 
e) Unlawful and unauthorised initiation of Orders through the Application and subsequent execution of 

such Orders by the Bank; 
f) Damage incurred by the Client or a User as a result of any of the above. 



   

 

 

 

c) 

d) 

c) 

d) 

 
2.7.  Payment Orders that a Client delivers to the Bank via an Electronic Service, after the cut-off time 

for Payment Orders laid down in the Payment Services Conditions or during periods when the 
Bank’s payment settlement system is unavailable, for payment from the Payer’s Accounts 
(“Payment Order”) 

 
2.7.1. Payment Order execution: 



   

If the Payment Order meets the following conditions: 
a) Order for a Domestic Transfer (individual) in euro: 

o executed from a payment account kept by the Bank for the benefit of a payment 

account kept by the Bank in euro, 

o submitted with the current date as the due date or as an ASAP Order, 

o for a sum lower than or equal to the limit up to which a transfer is not deemed an 

Above-limit Transfer within the meaning of the Payment Services Conditions 

currently in force and effect, if it is executed from a payment account kept in a 

currency other than the currency of transfer 

b) delivered to the Bank via an Electronic Service (George Internet Banking or Business24) 

after 21:30 on a Banking Day or at a time when the Bank’s payment settlement system is 

unavailable 

 

The Bank will accept for execution such a Payment Order on the date of its submission (delivery 
to the Bank) and will execute it on the next Banking Day after its submission or at the moment 
when the Bank’s system becomes available again. For the period until execution, the Bank will 
reserve funds on the payer’s Account equal to the amount for transfer shown in the Payment Order 
and the payer will not be entitled to dispose of them. In the George Internet Banking Electronic 
Service, the Client will see such a Payment Order as having been implemented. In the Business24 
Electronic Service, the Client will see such a Payment Order as having been implemented but not 
yet recorded.  

 
2.7.2. Disposal of funds paid for the benefit of the payment accounts of the recipients of 

payments ordered by a Payment Order under point 2.6.1. hereof by the payment 
beneficiary: 
The payment beneficiary is entitled to use funds paid for the benefit of their payment account 
under such a Payment Order after 21:30 of the Banking Day or at a time when the Bank’s 
payment settlement system is unavailable in the following ways:  
a) to execute Payment Orders that meet the conditions laid down in point 2.6.1. hereof (such 

payments do not include, for example, Payment Orders drawn via a Charge Card, 

Payment Orders for an instalment of a Loan provided by the Bank etc.) 
b) to execute a Payment Card payment to a Merchant via a POS terminal, to execute 

Payment Orders entered at an ATM using a Payment Card, to withdraw cash from an ATM 

using a Payment Card, 

c) to execute Payment Orders for cash withdrawal at a Point of Sale. 

 
2.7.   Priority Transfer 

 



   



   


